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Abstract

Rupp and Götz observe that some, but not all, require-
ment specification sentences involving universal quantifi-
cation, are dangerous because they are usually not true.
Jackson and Zave provide a classification of requirement
specification sentences into indicative and optative sen-
tences. It is observed that the dangerous sentences involv-
ing universal quantifiers are all indicative.
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Dangerous Sentences

Christine Rupp and Rolf Götz, in “Sprachliche Metho-
den des Requirements Engineering” (Linguistic Methods
in Requirements Engineering) caution specifiers of the
dangers of using the words “never”, “always”, “none”,
“each”, “all”, and other universal quantifier equivalents in
natural language specifications [5]. They point out that
such a statement is sometimes dangerous because it may
simply not be true and for a computer-based system to
assume that it is true is courting disaster when an unanti-
cipated input comes along and the system is not prepared
to respond to it gracefully. For example, one might
specify, “Each person has a unique national insurance
(Social Security in the U.S.) number.”* This statement is,
to use the vernacular, mostly true and is thus logically
false, since there are persons who for one reason or
another have gotten more than one number. For a compu-
ter-based system dealing with national insurance to
assume that each person has precisely one number is
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* Most likely, one would say, “All persons have a unique
national insurance number”, but that is not correct for reasons
beyond the scope of this note [1].

downright dangerous. The system must in fact deal with
all sorts of anomalies, including,

1. that a given person has more than one number,
2. that a given person has never been assigned a number,
3. that a given person reports an invalid number, and
4. that a given person reports someone else’s number.

There may be other anomalies that we have not listed
here.

A similar case can be made for the danger many state-
ments involving other universal quantifier words such as
“never”, “always”, “none”, and “all”.

However, there are times in which such strong univer-
sally quantified statements are appropriate. For example,
a robust procedure in a program should be able to handle
all inputs, even if the mathematical function it implements
is undefined for some inputs; in these undefined cases, the
procedure should at least report that the input is illegal.

Indicative and Optative Moods

The question to ask is, “when are universally quanti-
fied statements dangerous and when are they not?” We
believe that notions offered by Michael Jackson and
Pamela Zave provide the distinction [3, 4]. Jackson and
Zave talk about descriptions of domains, or real worlds
and requirements, or problems. “The domain is the sub-
ject matter of the system’s computations, and provides the
context in which those computations have useful meaning
or effect.” [3] They consider a domain “as a topic for des-
cription in its own right, independently of any description
that we may eventually make of the system to be con-
structed.” Jackson and Zave divide sentences in a specifi-
cation into two classes, those that describe the domain
and those that describe requirements.

1. A sentence about the domain is grammatically in the
indicative mood; it asserts truths about the domain.
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That is, it describes the world as it is, independent of
any computation that may be placed in it.

2. A sentence about the requirements is grammatically in
the optative mood; it describes what the computation
being specified is required to bring about. That is, it
describes the world as it will be after the computation
is placed in it.

To be concrete, the sentence “Each person has a
unique national insurance number.” is an attempt to be an
indicative statement, about the real world. Unfortunately
it is incorrect, but it clearly does not depend on any com-
putation that we might wish to impose on the real world.
A correct indicative statement would be “Except for
exceptions described elsewhere, each person has a unique
national insurance number.” The sentence “The national
insurance system shall deal with each input that is
claimed to be a national insurance number.” is an exam-
ple of an optative statement, about a system, a computa-
tion, to be built in the real world. With this distinction, it
is clear when universally quantified statements are
dangerous and when they are not.

Moods and Danger

A universally quantified indicative statement is
dangerous because it probably is not true, and assuming
that it is true leaves the program unable to deal with all
possible inputs. Moreover, such statements lull the system
designers into not investigating all possible contingencies.
A requirement engineer who believes the customer’s
claim that “Each person has a unique national insurance
number.” is less likely to investigate all the possibilities
and is less likely to discover the four exceptions to the
rule that are mentioned above and with which the system
must deal.

There are universally quantified indicative statements
that are true, for example, “Each human is mortal.” How-
ever, such statements are rare. In general, each univer-
sally quantified indicative statement has to be examined
closely to search for exceptions or to ascertain that it is
indeed true.

On the other hand, a universally quantified optative
statement is reasonable and often desired. It is reasonable
to require that the national insurance system deal with
each input claiming to be a national insurance number.
The system should be able to handle the four exceptions
mentioned above as well as the normal case in which the
number belongs to one and only one person. The system
should also be able to handle any situation that has not
been thought of and described in the specifications.

Example

The description of the case study for this workshop [2]
provides a classic example of a dangerous universally
quantified sentence. Its description of the Teleservices
and Remote Medical Care System (TRMCS) is divided,
as would be done by Jackson and Zave, into a Domain
Theory section and a System Requirements section. The
Domain Theory section is filled with indicative statements
and the System Requirements section is filled with opta-
tive statements. Interestingly there is only one universally
quantified sentence in the whole description and it is in
the Domain Theory section. The sentence is indicative
and should, thus, by our argument, be dangerous. The
sentence is shown in bold face in its context, shown in
regular face.

The following two scenarios illustrate these new
types of services. Both assume some prior
events where a patient/user has seen a physician
and has been approved to receive at-home assis-
tance and that the help center has prior medi-
cal information stored about each user
registered with it.

It assumes, at the very least, that each patient or user (1)
has seen a physician and (2) has had his or her medical
history gathered. It assumes moreover, that this medical
history (3) is accurate, (4) is up to date, and (5) has been
stored in the system’s database. Additional thinking
should show some other assumptions as well. The des-
cription says that the patient or user has only seen a physi-
cian and been approved for the service. It says nothing
about the physician having gathered accurate medical his-
tory from the patient or user. The description also says
that the help center has only prior medical history only
stored for only each registered user. It says nothing about
this medical history being taken, up to date, and accurate.
The description says nothing about what to do if the infor-
mation for a patient or user is out of date or inaccurate,
and most importantly, what to do if it gets a call from a
patient or user with no stored medical history. It also fails
to consider what is to be done with a medical history of a
non-registered patient or user. These issues must be con-
sidered in completing the specification.

To be fair, the description is not intended to be a com-
plete requirements document and is intended to promote
the kind of thinking implicit in the previous paragraph.
However, the danger of the cited sentence is clear.
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Conclusion

In conclusion, a specification consists of two kinds of
sentences, indicative and optative. A universally quanti-
fied indicative statement is probably not true and should
thus raise a red flag. It should be a signal to the require-
ment engineers to ask when it might not be true, to allow
discovery of all the exceptions that must be handled. Hav-
ing universally quantified optative statements is a laud-
able goal for all (note the universal quantifier in this
essentially optative statement) computer-based systems,
as it indicates the goal that each system handle both its
normal cases and all possible exceptions and contingen-
cies. A universally quantified optative statement should
be yet another signal to the requirement engineers to
search for other contingencies that the system should han-
dle.
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